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  Introduction

❖ Key Idea: By leveraging the frequency knowledge, our method can generate 
pseudo-fake faces that closely resemble the distribution of wild fake faces.

  Preliminary Analysis

❖ Statistics of frequency distribution.

• The top part shows the frequency 
distribution of real and fakefaces.

• The bottom part shows the frequency 
difference between real and fake. The 
va lues  on  the  ver t i ca l  ax is  a re 
logarithmic with 2.

❖ Visualization of the frequency difference.

  FreqBlender Methods
❖ Frequency Parsing Network.

❖ The objective Design for FPNet are designed based on following proposition:
• Semantic information can reflect the facial identity.

• Structural infromation serves as the carrier of forgery traces.

• Noise information has minimal impact on visual quality.

• The preliminary analysis finding are generally applicable.

  Deployment of FreqBlender 

❖ We can generate a pseudo-fake face by following methods.
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♞ Note that in our method, it is not necessary to perform the blending using wild faces. 
Instead, we can tacfully substitute wild fake faces with the pseudo-fake faces generated by 
existing spatital face blending methods. 

  Experiments
❖ The cross-dataset evaluation of different methods. 

❖ The  evaluation of different network architectures. 

❖ The saliency visualization of our methods. 
Pseudo Fake
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❖ Visualization of different component.
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Prior and Integrity Loss:
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